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Communication;jamming

A Operational truths:
I Cross domain communications is the core of Joint Ops
I All emissions present a vulnerability
I All entities within an operational theatre use the same spectrum
I Laws of physics apply to all users of the spectrum

A Strategic implications
I Own command, control and communication (C3)
A OwnBlueForceTracker / Battlespace Managemesystems
I Own sensors o ) L .
I LegaNB lj dZA NBYSY U NBfIIUSR 02 4aRA
I Host Nation ECOM regulation
A Neutral Communications
A Commercial Actors
A HN income from spectrum allocati@ngtaxes
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Communication;jamming
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Post9/11 Lessons d:earned

A Classic insurgle_ncy theor¥ dictates a Hoferun-hide
approach until insurgent force has grown sufficiently
|too meet the conventional force/suppressor in open

attle

A Exploiting the EMS and commerciatdvices has
allowed insurgents effective C2, ISR and weapon
Initiation/guiding

A LandEW has been too quick in redeploying tactical
ECM capabilities froheatre

A Pendulum has swung in favor of ESM




Post9/11 Lessons kearned
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A Force Protectiorr a national responsibility
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I Uncoordinated use of ECM / RED jammers had
a strategicnegativeimpacton friendly C3 in AFG
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